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B E W A R E  O F

Home Job or Telegram Fraud
Scammers offer part-time jobs and ask victims to 

open an account in Telegram, where they are asked 
to follow certain social media accounts or like 

videos on social media platforms.

01

Research the Job Offer

Always research the company or job 

offer before accepting any part-time 

work, especially if it involves using 

Telegram or social media.

02

Avoid Sharing Personal 
Information

Do not share your personal details 

or banking information with 

unknown individuals on Telegram 

or other social media platforms.

03

Be Cautious with Unusual 
Requests

Be wary of job offers that require you 

to perform tasks like following social 

media accounts or liking videos, as 

these are common tactics used in 

scams.

04

Report Suspicious Activities

If you encounter any suspicious job 

offers or requests, report them to the 

relevant authorities or platforms.

tgcyberbureau

Reporting Portal cybercrime.gov.in

Fraud registry /8712672222 Toll Free  1930


